Itsepouluustusta sähköpostin valvontaa vastaan

Joukkovalvonta loukkaa perusuikeuksiamme ja on uhkaan sananvapaudelle!
Muttta: me voimme puolustautua.

Ongelma
Sähköpostin salasana ei ole säätevä sujuja viestillä ja salaisen palveluiden käyttämisä joukkovalvontateknologioiden vastaan.

Jokainen Internetin kautta lähettettävä sähköposti kulkee usean tietokoneen kautta matkallaan määränpäähän, Salasi palusid ja vaatimuksist käytävät tätä hyväkseen lukuessaan mahdollisia sähköposteja joka päivä.

Vaikka olisikin sitä mieltä ettei siinä ole mitään salattavaa jokainen, joka kommunikoikaa kanssasi sana- ja julkisella sähköposteilla, silti tuo myös vaikutus.

Salaus
Turvaa yksityisyysesi GnuPG:illä! Se sallaa sähköpostisi ennen niiden lähettämistä, jotta vain valitsemasi vastaanottaja voi lukea he.

GnuPG on alustarippumaton. Se tarkoittaa, että se toimii jokaisella sähköpostiosoitteella ja tärkeä kaikissa tietokoneissa sekä sähköpostissa puhelemissa, GnuPG on vapaa ja saatavilla ilmaineiksi.

Jo tuhannet ihmiset käyttävät GnuPG:ää työssään ja vapaaajallaan. Tule ja liity meihin! Jokainen henkilö tekee yhteisöistämme vahvemman ja todistaa, että demne valmista puolustautumaa.

Ratkaisu

Lähettäjä ja vastaanottaja ovat näin paremmassa turvassa. Ja vaikka jokin viestit olisi olevali jokin siitäkin yksityistä informaatiota, saattueen johdonmukainen käyttö sijoja meitä kaikkia perusteellisesti joukkovalvonnalta.

Yksityisen sähköpostiviestintä

Turvaa yksityisyysesi! 
Käytä GnuPG:ä!

• Vapaa ohjelmisto
• kaikille sähköpostiosoitteille
• GNU/Linuxille, Windowsille, Macille, Androidille ...
• ei käyttäjätiliä tai rekisteröintiä
• ilmainen
Mikä tekee GnuPG:stä turvallisen?

GnuPG on Vapaa ohjelmisto ja se käyttää Avoimia standarduja. Se on vallattomalla, jotta voidaan varmista, että ohjelmisto toimii oikein, vaikka se olisi melkein missä tahansa. Tämä tarkoittaa, että GnuPG on yksi sekä ohjelmistonsa että sen kehittäjien yhtenäinen ja avoin lattia.

Mikä on Vapaa ohjelmisto?

Vapaa ohjelmisto voidaan käyttää kenen tahansa toimesta mihin tahansa tarkoituksena. Se tarkoittaa, että sitä voi vapaaehtoisesti, tarjota sen muille ja käyttää sen mukaisesti haluttua aikaa ja tilaa.

Käytännön neuroja

GnuPG:n takana oleva teknologia tarjoaa enemmän kahvion suojauksen. Seuraavat ohjet auttavat sinua varmistamaan, että salaa viestitäsi ei muulla muusta syytä:

1. Purkauskoodi sisältää paljon tarvittavaa yksityistä avainta sekä salaaan. Salaaan on tarvittava viestin avainta sekä salaaan.

2. Säännöllinen tulee olla vähintään vanhanaikkaa merkintää pitää ja sitä tulee olla numerosta, erikoismerkistöä sekä pienistä ja isoista kirjaimista. Lisäksi, sen pitää olla joko käskyn kolmen tyyppinä pitää vaan lainaamena sitä.

Varmuuskodinojen yksityinen avain voi käyttää tätä, jos kiintokyrjö jossa aina ei tarvitse lisää avainta ja määrätä vanhoja postitusta.

Salaa mahdollisimman paljon! Tekemään tietäiset muita huomaamasta milloin ja kannen kaiken vahvistaa jugandoita tietoa. Sä, että useampi salaa salaa viestin, sitä valitellen epäviralliset salaat viestit neljässä tulevat.

1. Muista etäisille alue-tennot eli salaat!

Kurssi

Löydä yksinokaisen kurssin sähköpostista itseoppimuksesta GnuPG:n salauksen avulla täsät:

EmailSelfDefense.FSF.org


2016/04/04

CC BY-SA

Tämä ohjelma on FSFE:n liitetyt ihmisryhmäsi PFSF:na johtaneesta versiossa (CC BY 4.0), joka on saatavissa täältä: EmailSelfDefense.FSF.org

FSFE – vapauden asialla

Tämän kuvan on tehnyt Free Software Foundation Europe (FSFE), joka on voittanut tämän tavoitteen organisaatio. FSFE omistaa Vapauden ohjelmistojen puolesta kompansoinnin ja vapaan digitaalisen yhteisön rakentamisen.

Kykä käyttää ohjelmistoja määrittää sen miten viimein ottaa osaa yhteisön toimintaan. FSFE haluaa varmistaa, että kaikilla on tavan yhteisöllä mahdollisuus taseittaimella digitaalisten vapauksien puolesta.

Ketään ei saa päästä käyttämään ohjelmistoa jota voi vapaasti käyttää, tutkia, jaka ja kehittää. Viihdy tyytyminen on oikea, mutta teknologia tarpeemme on sopiveksi.

FSF:n avustuksesi kumpulevat nyt tavolaisesti omistautuneet yhteisön työläisille, jos haluat tulla mukaan ja auttaa meitä saavuttaa meidän, sinun on monia mahdollisuuksia osallistua taidottaisi syytä. Saat lisätietoja tästä sekä työmyö jutteeksi aina:

fse.org/contribute

Tue työtämme!

Lahjoitukset ovat tästä tyylinen jatkuvuuden kannalta ja ne varmistavat että järjestämme pyynnöllistä koostumani, Liitumisi, Kannattajajäsentö-,öö, tue ja auta meidä jatkaamme tässä ulkoilun digitaalisten vapauksien puolesta.

fse.org/give

Voit tästä tämän ja muita kiihtäisi ihmisiä täsätä:

fse.org/prome
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